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1. General Description
Hamster Pro Duo CL™ is a combination

fingerprint reader and contactless smart card
reader that supports the USB (Universal Serial
Bus) 1.1 and 2.0 interface, utilizes the Plug & Play
architecture, and is hot swappable. The Hamster
Pro Duo CLC is RoHS compliant and is
compatible with the Hamster Pro 20™ fingerprint
reader (model HU20) with regard to fingerprint
functionality. The smart card reader in the device
is 100% compatible with the ACS ACR1251U USB

smart card reader.

The PCSC application is designed to continuously
test the functionality of both the contact (SAM)
card reader and the contactless (MIFARE) card
reader in the Hamster PRO DUO.
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2. USING PCSC.EXE

PCSC.EXE must be invoked in a command prompt so that the necessary command-line

arguments can be specified

2.1 Invoking PCSC with no command-line arguments
When the PCSC.EXE utility is invoked without command-line arguments, the available

smart card readers will be displayed as shown below.

o CAWINDOWS\system32\cmd.exe
operabhle program or batch file.

sworkspacescodestrunkswindowssacsspescsHRelease *pesc

SecuGen Cow

SCardEstablizhContext PASS
SCardListReaders PASE
ACS ACR1251 15 CL Reader PICC A
ACE ACR1251 18 CL Reader SAM B
SCardFreeMemory PASS
SCardReleazeContext PASS

If you would like to power on a smart cared,
1zage is as follows: pcsc <reader> {timeout> <test?
shere: <{reader)> is:
ACS ACR1251 1% CL Reader PICC B
2 ACS ACR1251 15 CL Reader SAM @
timeout?> is: Integer value indicating milliseconds
test> is: “‘M' = MIFARE 1K. ‘S5' = SAM

xample: "pcsc 1 588 M
Power up the MIFARE
card in ACS ACR1251 15 CL Reader PICC B
and delay 588 mns hetween commands

xample: “pcsc 2 588 5V
Power up the SAM
in ACS ACR1251 15 CL Reader SAM @
and delay 588 ms between commands

xample: “pcsc @ 588 B
Test bhoth SAM and MIFARE cards
in ACS ACR1251 1% CL Reader PICC 8
and ACS ACR1251 15 CL Reader SAM 8
and delay 588 mns hetween commands

nd Smart Card Test

sworkspacescodestrunkswindowssacsspescsRelease >
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Two readers should be enumerated:
1. ACS ACRI1251 1S CL Reader PICC 0 — This is the contactless card reader.
The MIFARE 1K card is used with this reader

2. ACYJACRI1251 1S CL Reader SAM 0 — This is the SAM reader.
The ACOS6-SAM card will be used with this reader
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2.2 PCSC Command-line Arguments

PCSC is invoked with three command-line arguments;

PCSC.EXE <reader> <delay> <test>

<reader> - The number of the enumerated reader

1 "~ ACS ACR1251 18 CL Reader PICC @
2 ACS ACR1251 18 CL Reader SAM @

<delay> - The number of milliseconds to delay between smart card commands.
This must be an integer value greater than or equal to zero.
<test> - They type of card test to be performed.
M= and must be run with the PICC reader
S = SAM and must be run with the SAM reader

There is a special set of command-line arguments to be used in the case where both

readers are to be tested at the same time

PCSC.EXE 0 <delay> B
Reader=0 — Both readers will be tested
Test=B — Both SAM and MIFARE tests will be executed

3. TESTING THE MIFARE CARD
3.1 Place the MIFARE TK] card on the device.
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3.2 Invoke PCSC.EXE with the correct command-line options

bfpecsc 1 SHA M

3.3 The test will start. The Answer-to-Reset (ATR) of the card will be reported and

then the test will proceed with repetitive read and write operations to the card.

SsaworkspacescodestrunkswindowssacsspescsRe lease»pecsc 1 5688 M

SecuGen Curpuratlnn PC/5C Test Ut111ty vl. @

egin Smart Card Reader Test

PC/SC base components are installed
ECardEsztablizshContext PASS
SCardListReaders PASS
AGCS ACR1251 15 CL Reader PICC B
AGCS ACR1251 15 CL Reader SAM @
LCardFreeMemory PASS
ECardHeleaseContext PASES

on Smart Card
Selected Reader: ACS ACR1251 15 CL Reader FICC 8
SCardEstablishContext PASS
SCardConnect PASS
Active Protocol: T=1
ECardEtatus PASSE
Reader: ACS ACR1251 18 CL Reader PICC B
Card has specific communication protocols set.
Active Protocol: T=1
ATR: 3b Bf 80 61 80 4f Bc 2P OO BB B3 B6 B3 B0 01 B0 B0 OO BO Ga

IFARE RETURM: 93 BE

ead the full 16 bytes from Sector B, Block 1
IFARE SEND: FF BB 8@ 81 18

IFARE RETURN: 6B 6C 6D 6E 6F 78 71 72 73 74 75 76 77 78 72 70 90 60

Jrite the full 16 bytes from Sector B, Block 1
IFARE SEND: FF D6 BB 81 18 6C 6D 6E 6F 78 71 72 73 74 75 76 77 78 7% 74 7B

ead the full 16 bytes from Sector B, Block 1

IFARE SEND: FF BB 88 81 18

1pSCardTransmit PASS

IFARE RETURN: 6C 6D 6E 6F 78 71 72 73 74 7% 76 77 78 79 74 7B 980 88

£ CAWINDOWS\system32\cmd.exe - pesc 1 500 M - 0 “
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3.4 Press <CtrI>-C to end the test.

4. TESTING THE SAM CARD
4.1 Insert the in the receiver.

4.2 Invoke PCSC.EXE with the correct command-line options

pcsc 2 5880 5

4.3 The test will start. The Answer-to-Reset (ATR) of the card will be reported and
then the test will proceed with repetitive formatting, read and write operations to the

card.
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ot CAWINDOWS\system32\cmd.exe - pesc 2 500 5
sworkspacescodestrunkswindowssacsswpecscsRe lease >pecsc 2 588 8

SecuGen Corpora n PC/SC Test Utility wi. @

Begin Smart Card Header Test

SCaprdLiztReaders PASS
ACS ACR1251 1S CL Reader PICC 8
ACS ACR1251 1S5 CL Reader SAM A
SCardFreeMemory PASS

Selected Reader: ACS ACR1251 1% CL Reader SAM B
SCardEstablizhContext PASS
SCardConnect PASSE
Active Protocol: T=A
SCardStatus PASE
Reader: ACE ACR1251 18 CL Reader SAM @
Card has specific communication protocols set.
Active Protocol: T=8

ASS
SAM RETURM: 22 CD C6 19 27 39 8D 83 79 8@

SAM RETURM: 41 43 4F 53 686 84 16 20 70 @8

ATR: 3bh he 25 00 B8 41 B3 08 PO B0 OV A OO OO B0 PG A2 20 A0

1 |
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4.4 Press <CtrI>-C to end the test.

5. TESTING THE SAM AND MIFARE CARD
5.1 Place the SAM and MIFARE 1K cards as described in sections 3 and 4 above.

5.2 Invoke PCSC.EXE with the correct command-line options

pcsc @ 588 B

5.3 The test will start. The tests described in section 3 and 4 will be performed
iteratively with both MIFARE and SAM tests being executed.
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o CAWINDOWS\system32\cmd.exe - pcsc 0500 B
sworkspacescodestrunkswindowssacsspescsReleaserpcsc @ 588 B

Begin Smart Card Reader Test

PC/8C base components are installed
BCardEstablishContext PASS
SCardLiztReaders PASS
ACE ACR1251 15 CL Reader FICC @
ACE ACR1251 15 CL Reader SAM @
ECardFreeMemory PASS
BCardReleaseContext PASS

ower on Smart Card
Belected Reader: ACS ACR125%1 15 CL Reader FICC B
SCardEstablishContext PASS
ECardConnect PASS
Active Protocol: T=1
SCardStatus PASS
Reader: ACS ACR1251 1% CL Reader PICC B
Card has specific communication protocols set.
Active Protocol: T=1

ATR: 3b 8f 88 01 B8O 4f Bc a0 GO OO O3 B6 B3 60 91 66 OO BA BB Ga

IFARE SEND: FF 86 AA@ 8@ A5 A1 0@ BA &0 B8
g

ead the full 16 bytes from Sector @, Block 1
IFARE SEND: FF BA A8 @81 1A

IFARE RETURH: C2 C3 C4 C5 C6 C7 CB C? CA CB CC CD CE CF D8 D1 78 B4

C? CA CB CC CD CE CF D@ D1 D2

on Smart Card

Belected Reader: AGCS ACR1251 15 CL Reader SAH B
ECardEstablishContext PASS
BECardConnect PASS

Active Protocol: T=8
SCardStatus PASS

Reader: ACS ACR1251 1% CL Reader SAH 8

Card has specific communication protocols set.

fictive Protocol: T=8

ATR: 3b be 25 VO BB 41 B3 BY AP U0 OB BB BB DO BB BB B2

A
=AM SEND: BSP 14 80 B8 8@
1pSCardTransmit PASS
ZAM RETURN: 78 @88

78 a8

_omEm
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5.4 Press <CtrI>-C to end the test.
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FCC (Federal Communications Commission) approval
This device complies with Part 15 of the FCC's Rules. Operation is subject to the following two
Conditions:

1. This device may not cause harmful interference, and

2. This device must accept any interference received, including interference that may cause

undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation.
This equipment generates uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:
— Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.
— Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

— Consult the dealer or an experienced radio/TV technician for help.

This product complies with FCC radiation exposure limits for an uncontrolled environment.

Avaid operating this product at a distance less than 20 cm from the user.

Cautiocn: Any changed or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.
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